**EESC pleit voor bindende maatregelen voor onlineplatforms om desinformatie te bestrijden**

**Socialemediaplatforms moeten meer verantwoordelijkheid gaan dragen en zich gaan houden aan strenge regels. Het EESC is het met de Europese Commissie eens dat dit een grote sprong voorwaarts zou zijn in de aanpak van desinformatie. Het ontbreekt in de Commissievoorstellen echter aan praktische stappen om deze doelstellingen te verwezenlijken. In het advies hierover van de hand van Martin Siecker dat het EESC tijdens zijn zitting op 19 september 2018 heeft goedgekeurd, dringt het er bij de Commissie op aan met bindende maatregelen te komen en benadrukt het dat veel kwesties nog onopgelost blijven.**

De groeiende stroom desinformatie afkomstig van diverse overheden en niet-overheidsactoren vormt een grote bedreiging voor de democratie, aangezien een goed functionerende democratie gebaseerd is op goed geïnformeerde burgers die op basis van betrouwbare feiten en meningen keuzes maken.

* **Het probleem met identificatie online**

Een zeer groot probleem met desinformatie is dat het zo goed als onmogelijk is om op het internet de identiteit van bronnen na te gaan. Daar komt nog bij dat mensen en organisaties met kwade bedoelingen in cyberspace gebruikmaken van een valse identiteit. "Technologie is niet goed of slecht maar kan op een goede of slechte manier gebruikt worden. Het hangt ervan af wie aan de knoppen draait", aldus **Martin Siecker**. "Daarom moeten we desinformatie met dezelfde technologische middelen bestrijden en de mogelijkheden van nieuwe technologieën benutten om mensen veilig en juist te informeren", zo vervolgt hij. "De EU moet actiever publieke debatten gaan organiseren over een aantal onderwerpen in verband met desinformatie en zo de burgers bewuster maken van de gevaren voor onze democratie en hen daartegen weerbaarder maken."

* **Bindende regels voor onlineplatforms**

De Europese Commissie heeft in het document "Bestrijding van online-desinformatie: een Europese benadering" een aantal voorstellen gedaan, maar geen enkele voor bindende maatregelen. Desinformatie kan alleen worden bestreden als strengere maatregelen worden genomen en toegepast voor de identificatie van entiteiten die op internet actief zijn.

* **Wettelijke aansprakelijkheid**

Het EESC verzoekt de Commissie daarom haar werkzaamheden ten aanzien van de wettelijkeaansprakelijkheidsregeling af te ronden en specifieke regels uit te vaardigen, zodat onlineplatforms en sociale netwerken worden gedwongen transparanter te worden en ertoe worden aangezet betrouwbare informatie duidelijker herkenbaar te maken.

* **Factchecken**

Feitenonderzoek door professionals is van groot belang, want het is de eerste stap naar het begrijpen, blootleggen en analyseren van desinformatie. Het EESC is het met de Commissie eens dat de factcheckgemeenschap nauw zou moeten samenwerken binnen de al bestaande netwerken en onder de paraplu van de East StratCom-taskforce.

Die taskforce is in 2015 door de Commissie opgericht om interne en externe desinformatiedreigingen tegen te gaan. Het EESC moedigt de Commissie aan om de werkzaamheden van de East StratCom-taskforce proactiever onder de aandacht van het grote publiek te brengen (bijv. door haar website te promoten) en haar budget te verhogen.

* **Belangrijkste onopgeloste kwesties**

Een aantal belangrijke kwesties wordt echter niet behandeld, want het Commissiedocument gaat niet in op mogelijke maatregelen om het fundamentele recht van de burgers op kwalitatieve en betrouwbare informatie te garanderen:

* steunregelingen voor traditionele media;
* opzetten van publiek-private partnerschappen die bereid zijn betaalde maar veilige onlineplatforms te creëren;
* transparanter maken en eventueel controleren van de algoritmen achter onlinesystemen;
* openbreken van monopolies om opnieuw eerlijke concurrentie tot stand te brengen.

De EU zou daarom moeten doorgaan met het in kaart brengen van de impact van desinformatie in Europa en in toekomstige Eurobarometer-enquêtes de weerstand van Europeanen tegen desinformatie moeten meten.